SPFS as an alternative to SWIFT: development prospects in modern realities
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The situation on the world stage since 2014 has set a special vector for the development of Russia which implies the creation of national technologies and services in order to minimize dependence on foreign ones.

After the annexation of Crimea to Russia in 2014 Russia was threatened with a SWIFT (Society for Worldwide Interbank Financial Telecommunications) expulsion, however this did not happen. Despite this, Russia decided to create its own analog of the SWIFT, which was called SPFS (System for Transfer of Financial Messages). [1] Moreover, in 2019 the discussion of the possible termination of the Visa and MasterCard payment services showed the need to create a National Payment Card System, known as Mir, to process card payments. 

SPFS did not get rapid development did not become a replacement for SWIFT since its inception, as Swift is a more convenient, developed system that connects more than 11,000 banks from about 200 countries. [4]
On March 2, 2022 the European Union declared an exception of seven Russian banks (VTB, Bank Otkritie, Novikombank, Promsvyazbank, Bank Rossiya, Sovcombank, and VEB) from the SWIFT messaging system. The exception will occur on March 12, 2022. [2] Sberbank and Gazprombank were not included because they are the main channels for payments for Russian oil and gas, which the EU is still buying despite the conflict countries in Ukraine.
From the European Union’s point of view, removing Russian banks from SWIFT is one of the most powerful tools Western authorities have used to punish Russia for its actions. However, from the Russian development of the financial sector point of view, this is a great chance to improve its own system and try to do it as much competitive as is possible. 
In 2017, SPFS started working in full, transmitting messages about transactions in any currency. Initially, it was intended only for domestic Russian users, but by April 2021, more than 20 Belarusian banks, the Armenian Arshidbank, and the Kyrgyz Bank of Asia were connected to it. Subsidiaries of large Russian banks in Germany and Switzerland also have access to it. 

It is important to understand that disconnection from SWIFT will not affect most banking services, as well as card transactions within Russia. In Russia, bank customers settle accounts among themselves in rubles, so the bank will not need to send an instruction about the operation to correspondent banks abroad to carry out the operation. Disconnection from SWIFT affects only interbank transfers - online payment, payment terminals, and acquiring will be available. However, due to other sanctions, the cards of the banks that fell under the complete blocking can no longer be used abroad, as well as in foreign online stores.
As for international transactions, disconnection will significantly increase the cost and slow down international settlements because of the use of the alternative methods before SPFS become widely used in foreign countries. 

Now SPFS is going to be improved in order to be attractive for the domestic and foreign banks. Today, 338 users are connected to the SPFS, including 39 foreign participants from nine countries.[3] Banks are actively using this system and the number of transactions is growing. SPFS already has a number of advantages over a foreign system, for instance, the tariff for messaging costs about 3 times cheaper than in SWIFT. At the same time, the transition from SWIFT to SPFS can be expensive enough, taking into account all the additional costs, including retraining of employees, but in the current situation, these costs will be a necessary measure to somehow improve the ability of Russian and foreign banks to have connections that are suitable for both parties. 
The result of the study is a comparative analysis of the SWIFT and SPFS systems, which showed the high prospects for the development and use of SPFS not only between Russian banks but also with foreign ones, Also, key strategies for the development of the system are identified.
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